
 

SIGNALS NETWORK PRIVACY POLICY 
 
 

Signals Network, a Cayman Islands exempted company limited by shares, with its registered office at               
2nd Floor, Willow House, Cricket Square, Box 709, Grand Cayman KY1-1107, Cayman Islands             
(“signals network” or “we”), hereby provides information on the rules and principles of the collection               
and processing of personal data of users (“Users”, the “User”, or “you”) of the signals network website                 
and/or platform and services contained within (collectively as the “Services“). 
 
This Privacy Policy (“Policy”) summarizes what information we collect from you when you use our               
Services and how is this information used. 
 
 
1. Personal data: Collection & Processing 

 
1.1. Personal data of Users is collected and processed in relation to the provision of the Services.  
1.2. Personal data of each User is processed in the scope of the data provided by the User, or for                   

which the User decides that the signals network is authorized to collect them.  
1.3. We may collect your personal data while you register to use our Services, while you use our                 

Services and during the process of sale or other provision of SGN Tokens.  
1.4. The types of personal data which we collect may include your name, your photographic              

identification, your address, your phone number, your e-mail address, date of birth, and the              
way you use our Services; in order to verify the aforementioned, we may (during the Know                
Your Client process) collect information about the type, number and expiry date of the              
identification document you provide us with. 

1.5. You are responsible for ensuring that all information submitted to signals network is            
accurate.  

1.6. We may use your personal data in order to enable you to use our Services, to reply to your                   
queries, to analyse your use of our Services, to verify your identity, to comply with any                
regulatory requirements, and to provide you with information about products and promotions            
that may be of interest to you. By accepting this Policy, you consent to above mentioned                
collection and use of your personal data. 

 
2. Disclosure of personal data 

 
2.1. We use your personal data for the purposes indicated at the time you provide us with such                 

information, and/or otherwise for the purposes set out in this Policy and/or as otherwise              
permitted by law. 

2.2. We may make available the personal data that you provide to us to our affiliates, agents,                
representatives, trusted service providers and contractors for these limited purposes. We           
shall share a list of the aforementioned persons on the signals network website. 

2.3. We may also share Users' Personal Information with law enforcement or regulatory            
agencies, as may be required by law. 

2.4. Any third party which receives or has access to personal data collected by signals network               
shall be required by us to protect such personal data and to use it only to carry out the                   
services they are performing for you or for us.  
 

3. Correction, updating and deletion of collected personal data 
 

3.1. You have the right to access your personal data and to require the correction, updating and                
blocking of inaccurate and/or incorrect data by sending an email to us at             
support@signals.network. 

3.2. You may also request the deletion or destruction of your personal data that we hold by                
sending an email to us at support@signals.network. Please note that signals network will             

 



 

action your request only where this is not inconsistent with its legal and regulatory              
obligations. 

3.3. Upon your written request, we will inform you of the personal data relating to you that we                 
hold and the use and general disclosure of your personal data. We will also give you a copy                  
of the personal data we have retained.  

 
4. Security 

 
4.1. Signals network pledges to protect all and any of your data to ensure its confidentiality, and               

to protect your personal data from loss, misuse, alteration or destruction. 
 

5. Retention of personal data 
 

5.1. We will hold your personal data only for as long as it is necessary for us to do so, having                    
regard to the purposes described in this Policy and our own legal and regulatory              
requirements.  

5.2. Signals network reserves the right to process anonymized data regarding the use of its              
Services. 
 

6. Marketing 
 
6.1. The User hereby acknowledges and gives his/her consent with the fact that within the              

provision of the Services, advertising and/or promotional messages may be displayed. This            
advertising may relate to the content of the Services, queries entered through the Services              
and also other information. 

6.2. Signals network may inform the User through commercial messages about its services or             
about the services and products of its affiliates or partners, and may do so using the user                 
account of the User, as well as the email address of the User. The User hereby provides                 
his/her consent with the aforementioned. 

6.3. You have the right to ask us not to process your personal data for marketing purposes. You                 
can exercise the right at any time by contacting us at support@signals.network. 

 
7. Cookies & IP Addresses 

 
7.1. We use cookies and use information collected from cookies to evaluate the effectiveness of              

our Services, analyse trends, and administer the Services. By using the signals network             
website, you agree that we may use cookies for the aforementioned purposes. 

7.2. Signals network may collect information about your computer, including where available your            
IP address, operating system and browser type, for system administration and to report             
aggregate information to our advertisers. This is statistical data about our Users' browsing             
actions and patterns and does not identify any individual. 

 
8. Change of this Policy 
 
8.1. Signals network may make changes to this Policy from time to time and in particular to                

accommodate any new data protection legislation which is enacted in the Cayman Islands.             
Signals network will notify you of any changes to the Policy by posting the changes on its                 
site. We recommend that you revisit this Policy regularly so as to be apprised of any such                 
changes.  

 
9. Contact 

 
9.1. If you have any questions, comments, or concerns regarding this Policy, please contact us at               

support@signals.network. 
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